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Introduction
The EU General Data Protection Regulation (GDPR) becomes effective from the 25th May 2018. This legislation clarifies and provides consistent legislation about how the personal data of EU citizens is handled no matter where the organisation processing the data is based.

As a global organisation specialising in managing identity ProofID takes its responsibilities with respect to information security, privacy and transparency seriously and already complies with standards relating to information security including ISO27001.

GDPR statement
ProofID will be complying with the GDPR as a data processor with ProofID's Information Security Team actively working towards compliance this includes:

• Building upon our security and business continuity foundations such as ISO27001 to ensure GDPR compliance

• Reviewing customer contracts to ensure compliance with the legislation

• Training staff and raising awareness across the organisation to ensure all members of staff are aware of their responsibilities under GDPR.

• Helping our customers become GDPR compliant through provision of our products and services, such as ProofID IGA

• Whilst ProofID’s hosted services broadly confirm with the regulation, as a data processor we are undertaking risk and impact assessment with particular focus on the data types held and any personal information stored. We are reviewing our policies especially those relating to responding to information security events.